[image: ]ARC Quality Management System
ARC-POL-318


ARC Quality Management System[image: ]
People Privacy Policy

People Privacy Policy
Issue: 	1	Issue date:	6 November, 2025
Owner:	HR Manager
[bookmark: _Toc477690517]Scope
Abbott Risk Consulting Ltd (ARC) is committed to protecting your privacy and handling your
personal data responsibly.
[bookmark: _Hlk210220586]This privacy policy applies when you are employed by ARC. This notice sets out the types of information we collect, why we need to process your personal information, how we use it, who we share it with and the rights you have. This policy is aligned with ARC-POL-305 Data Protection Policy.
Personal information we process
While you are working for ARC, we may need to process the following types of personal information about you:
General information: name, title, address, personal telephone number(s), personal email address(es), date of birth, nationality, and emergency contact information
Work specific information: information included in a CV or cover letter, academic qualifications and transcripts, professional qualifications and certifications, right to work documentation, work history, salary, pension and benefits, membership of professional bodies or performance information
Travel and location information: work location(s), immigration status, visa and travel information
Sensitive Data
Sensitive data is treated with particular care and access to it is tightly restricted and controlled. For the purposes of this People Privacy Notice, it includes:
Health and biometric data: medical condition(s) (if you have an ongoing health condition or are taking medication that may impact your work, further information may be required to ensure appropriate support and workplace adjustments)
Background screening and vetting information: information about criminal convictions, and vetting information
Financial information: bank account details, salary and bonus information, shareholding and dividend payment details, payroll and tax records
Government issued identifiers: (where necessary and permitted by law) passport details, national identity card details, driving license details, national insurance number, TFN number, social security number
Where processing requires informed and explicit consent, you will be provided with clear information at the point of collection so you can make a fully informed decision. Access to special category data is strictly controlled.
How we collect your information
We collect your personal information as part of the recruitment and selection process and continue to do so throughout your employment with us. In most cases, this information is obtained directly from you.
We also collect and process personal data in connection with your job-related activities during your time with us, in accordance with the purposes outlined in this People Privacy Notice.
How we use your information
While you are working for us, we may need to process personal information about you for a range of purposes. These typically include:

A. Processing financial transactions - contractual necessity and legitimate interest
to pay your salary, share dividend payments, payroll taxes and other deductions (including pension and social security contributions), travel costs and expenses

B. Providing you with employment benefits - contractual necessity and legitimate interest
including medical insurance, global mobility support and wellbeing resources
leave entitlements




C. Ensuring a safe and productive workplace - legal obligation
provide equipment, making reasonable adjustments to accommodate your needs and putting in place other health and safety measures
conduct grievance and disciplinary investigations and hearings
satisfy workplace health and safety requirements
comply with immigration laws and verify that you are permitted to work in a particular territory or country
process an occupational health report

D. Fulfilling our contractual obligations to our clients - contractual necessity
billing for the hours you’ve spent working on an assignment, carrying out background checks (where required by our clients for safeguarding or national security reasons)
comply with security vetting requirements as dictated to ARC by UKSV

E. Pursuing ARCs own legitimate purposes - legitimate interest
for example, investigate alleged wrongdoing or misconduct and manage security in the workplace

We will only process your personal information where the law allows us to.
How we share your information
We may share your personal information when necessary to provide our services, comply with legal obligations, or to protect our legitimate interests. This includes sharing with:
Internal ARC employees: for business process purposes such as carbon reporting, expense payments, salary payments.
Clients and business partners: for bidding, project delivery, access to premises and IT systems, billing, invoicing and audit purposes; this may include your job role and professional qualifications, your hourly/daily rate, the activities you carried out during an assignment, the hours spent on specific tasks. 
External service providers: for supporting our business administration and management activities, such as providing training, processing visa and work permit applications, providing employee benefits such as private medical insurance, workplace pensions and wellbeing support, supporting our technology systems and infrastructure or managing access to our work premises and facilities. All third parties are contractually bound to process data aligned with GDPR.
Regulatory authorities: for visa and immigration purposes, tax audits or investigations, or when we need to report a workplace safety incident.
International Transfers
Before transferring your personal information across international borders, we take care to implement robust safeguards to ensure your privacy and data protection rights are upheld. These safeguards include data encryption, role-based access controls, and legally binding agreements that support the lawful and secure transfer of personal data between jurisdictions.
How we keep your information secure
We are committed to maintaining and continually enhancing the security measures that protect personal information from accidental loss, unauthorised access, misuse, alteration, or disclosure. Access to personal data is strictly limited to individuals or organisations with a legal requirement or a legitimate business need.
Third Parties
Our service providers and suppliers will only process personal information that ARC requires them to process for the activities described above. We have put in place procedures to deal with any suspected personal data breaches and will notify you and any relevant regulator or supervisory authority of a breach when required.
Training
All employees are required to complete privacy and data protection training. More in depth data protection training is provided to Data Controllers, Data Processors and those who may need to access personal information as part of their responsibilities.
Information about other individuals
We may need to collect personal information about your emergency contacts, family members or beneficiaries for employment related purposes, such as relocation or pension/superannuation administration.
This information is collected indirectly from you, rather than from the individual themselves. We process this information under our legitimate interests (e.g. to safeguard employees in an emergency) or to meet legal obligations (e.g. pension and insurance requirements). 
In these instances, we ask that you inform your emergency contacts and beneficiaries that you have provided their information to us, and explain that it will only be used for these limited purposes. Once received their information will be handled with the same level of care, protection and confidentiality as your own.
How long we keep your information
We retain your personal information only for as long as it is necessary to fulfil the purposes for which it was collected. Typically, this means your data will be held throughout the duration of your employment and for a limited period thereafter.
However, in specific circumstances where legal or regulatory obligations apply- such as those relating to taxation, health and safety, immigration, financial audits, litigation, or dispute resolution- we may be required to retain certain personal information for an extended period.
A breakdown of retention periods for personal data is detailed in ARC-POL-319 Data Retention Policy. 
Deletion and Destruction
When your personal information is deleted or destroyed, we ensure that it is safely and permanently disposed of in accordance with any local legal requirements.
Your Rights
We respect your rights over your personal information; you have the right to: 
Access your personal information. This enables you to request a copy of your personal information and to check that we are processing it lawfully.
Correct the personal information that we hold about you. This enables you to ask us to amend or update any incomplete or inaccurate personal information.
Request erasure of personal information about you. This enables you to ask us to delete or remove personal information where there is no valid reason for us to continue processing it.
Object to the use of your personal information if you think we do not have a valid reason to process it and want us to stop processing it.
Restrict further use of personal information about you. This enables you to ask us to limit or suspend the use of your personal information.
Request a transfer of your personal information to another party. 


Your right to withdraw your consent 
If you have given your consent for the collection and processing of your personal information for a specific purpose- and we are relying on that consent to carry out such processing- you have the right to withdraw it at any time.
To initiate this, please contact the HR Manager as your first point of contact. Once we receive formal notice of your withdrawal, we will cease processing your personal information for the relevant purpose(s), unless we are legally required or permitted to continue and have a valid justification for doing so.
Please note that withdrawing consent for certain processing activities may affect our ability to provide specific services, benefits, or participation in certain activities during your employment. We will inform you of any potential implications at the time you notify us of your decision to withdraw consent.
Review
If you have any questions, or want to exercise your privacy rights, email: gdpr@consultarc.com. 
If you’re unhappy with our response after raising a concern or submitting an information rights request, you can register a complaint directly with the Information Commissioner’s Office (ICO), or the privacy and data protection regulator in the country, state, or province where you are located. 
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